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Let’s get serious.




Let’s focus.

SECURITY:
Always build secure platforms. Secure all communication.
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#MoreCrypto and SIP

A small step to make It harder
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The problem

We have built an information network
that is too easy to monitor. We simply










I'he engineers are working







Changing the Internet
'S too hard.
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security /oo/s we have in the
way they are meant to be

used today. In some cases, like e-mail and

IP telephony, most of us do not

use any security tools at all.




How do we change”




What needs to be done”




TLS is an important tool




Start simple.







The work continues




NEW!

OPPURTUNISTIC
SECURITY

Secure network traffic, regardless of what the user says.
Do whatever you can to make it harder to listen in.
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Secure signalling
hop by hop.
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harder to listen in




Opportunistic Security In SIP

over CP and UDP.
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| et’s make this happen.
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A final word

"The point is not to make enforcement of
the law more difficult; legal intercept is a
necessary part of living in a society

Casual retention of everyone’s data, ripe
- for misuse, however, is not, and that’s




More information

http://www.internetsociety.org/deploy360/tls/

https://bettercrypto.org




